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Zero-Trust Secure Remote Access Service 
with Conditional Access Policy

Zero Trust Conditional Access(ZTCA)-based security service with conditional access 

and use policies that can protect intranet systems from connections from untrusted 

devices through remote browser isolation.

SHIELDGate is a remote access service that enables zero-trust

architecture without replacing existing intranet systems

Zero Trust Architecture

Users connect to on-premises resources 
through an existing web browser 

instead of a VPN.

Experience optimal security 
and convenience with access 
through SHIELDGate,

which uses zero-trust principles 
for all resources.
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By physically isolating the user's search activities 

and related risks when accessing the work system,

users can safely access the intranet in the internal 

and closed network environments even with devices 

infected with malicious codes.

Remote access to existing intranet systems is 

possible with only a web browser without installing 

a separate client. 

Access work system anytime, anywhere without 

installing a program, providing a convenient user 

experience without taking up spaces.

Continuously validate all access to on-premises 

resources and provide per-user access to prevent 

unauthorized use, allowing administrators to manage 

work system and permissions.

Users can access office PC and intranet without 

changing internal work system.

Remote work from any personal spaces (ex. Cafe, 

Shared office) is available.


